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AppAware 

AppAware (available in Pro and Premium Editions) provides Customers of select Digital.ai Application Security 
Component Offerings with a Subscription to an integrated monitoring service that furnishes security and current threat 
information about their protected Customer Applications. 

Product or Service License Metric Deployment 

AppAware 
Customer site or named account 

(Customer Instance) 
On-Demand 

Product or Service Limits 

Limit Metric Type 
Limit Metric Quantity 

Per Edition Where Indicated 
Impact 

Customer site or named accounts 
(Customer Instance) 

Essentials: 1 

Pro: 5 

Additional Customer site or 
named accounts (Customer 
Instance) beyond the limit 
metric are prohibited without 
additional purchase. 

Requests per Second per 
Customer Instance 

Essentials: 10 

Pro: 100 

Customer Instances 
generating in excess of the 
limit metric will fail and not be 
processed by 
AppAware. 

Additional Terms: 

Artificial Intelligence Features: If the Product or Service includes features that utilize artificial intelligence (“AI 
Features”), Customer acknowledges that: (i) Digital.ai does not guarantee the accuracy, completeness, or reliability of 
any outputs generated by AI Features; (ii) Customer is solely responsible for any decisions made or actions taken 
based on outputs from AI Features; and (iii) Customer agrees not to use AI Features in any high-risk or critical 
environments where errors or inaccuracies could lead to significant harm or damage. 

Customer’s access to AppAware requires the purchase of Digital.ai Application Security Component Offerings. 

Definitions: 

“Customer Instance” means Customer’s AppAware application within Customer’s tenant within Digital.ai’s multi-tenant 
regional environment which may receive Requests from multiple Customer Applications. 

“Component Offerings” include: 

• App Protection for Android Native

• App Protection for Linux ARM

• App Security for Android App

• App Security for HybridJS

• App Security for Mobile: ARM

• App Security for Web

• Application Protection for Mobile: Essential

• Application Security for Apple

• Application Security for Windows

• Java Bytecode Protection

A “Request” is a report of one or more threat activity events sent to AppAware from a device where the protected 

Customer Application is installed and running.  
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https://docs.digital.ai/appsec-android-native/
https://docs.digital.ai/appsec-linux-arm/
https://docs.digital.ai/appsec-android/
https://docs.digital.ai/appsec-hybridjs/
https://docs.digital.ai/appsec-mobile-arm/
https://docs.digital.ai/appsec-web/
https://docs.digital.ai/appsec-mobile-essential/
https://docs.digital.ai/appsec-apple/
https://docs.digital.ai/appsec-windows/
https://docs.digital.ai/appsec-javabytecode/
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